The busy holiday season runs directly into end-of-year financial planning which is when many people choose to make financial donations to non-profit agencies. The Investigators at Kroll want your identity and finances to be safe while sharing with others.

Here, we share guidelines issued by the Federal Bureau of Investigation to help charitable people avoid charity themed scams:

- Do not respond to unsolicited (spam) incoming emails, including clicking links contained within those messages.
- To ensure contributions are received and used for intended purposes, make contributions directly to known organizations rather than relying on others to make the donation for you.
- Beware of organizations with copycat names similar to but not exactly the same as those of reputable charities.
- Verify the legitimacy of non-profit organizations by utilizing various internet-based resources that may assist in confirming the group's existence and its nonprofit status. Some include:
  - http://give.org/
  - http://www.charitynavigator.org/
  - http://www.guidestar.org/
- Do not be pressured into making contributions, as reputable charities do not use such tactics.
- Avoid cash donations if possible. Pay by debit or credit card, or write a check directly to the charity.